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ANTI-MONEY LAUNDERING POLICY

1. Introduction
f,t ,q...*irtiort lor llurrl Planning rnd Action C'ARPAN" the "Organization") aims at

highcst ethical and noral standards in the professional and personal lile of all associates'

ARPAN'S Anti-Money Laundering Policy aims to ensure that the organization opeEtes with, and

is i11 compliance wi!h applicable la\\'s, regulations, ethical business praotices, and i\ not used as a

conduit 1or suspicions oimoney Iaunderi.g activities or for funding illegal activities iicluding the

financinB oflerrorism.

2. Applic:rbilitv
U.t ffrG lolicl applies to all Emplolees/staff on rolls ofthe Organization, Trustees. Directors'

ConsLrltants and thiid parties such as voLunteers, interns acting on our bchalf("Associates") while

discharging their lunctions and should bc read in conjunction with the existing applicable laws and

guidelines, as issued by relevant statutory authorities from time to time.

3. tsackground
:.f 'Moncy L:rundering' is the proccssing of criminal proceedsl i-e. rnoney generated t'rom

c minal acts inle/ alia drug and human trafficking, terrorism, smuggling, corruption, tll-\ e\ 3\ioll,
salc oI weapons, organized crime, lraud and many othcr orimes with the objective of hiding its

source and ;cndering it in legally usable forrn. It is any act or attcmpted act to conoeal or disguise

the idenlity of illegally obtained procecds so that they appear to have otiginated lrom legitimate

sources. The process involves creating a \!eb of financial transaclions so as to hide the origin

o\\'nership ara ftue nature ofthese funds These proceeds may also bc exchanged for money or

asscts lhat are 'cleal1',

3.2 'Terrorist finalcing' is thc use of legally or illegaily obtained l'unds to facilitate lerrorist

activities and organizations. Moncy laundering and terrorist llnancing may involve a widc veriety

of financial pro;ucts, services, and transactions including lending and investment products. and

the financing of equipment and othcr propedy that oould bi3 used to facilitate terrorism and other

criminal activity.

3.3 Money laundering is largely undcrstood to mean any act ol attempt (directly or irdirectly

and even by association and assistance in one step or a series oflransactions) to convert, move,

transl'er', use, possess. acquire proceeds f'.om illegal/criminal origins or assisting persons in doing

it so that thcy;ppearto be legaily acquired;thereby avoiding the defection' prosecution, conviction

and conllscatiorl of such procecds. [t includes lerrorist organizations' tax evadeN, smugglers'
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pcrsons involved in bribery or an\ persons lhat becomes ar'are of'. or suspccts that thc monc) thcl_

ha!e used or received is derived liom illegal activities and/or through illcgal mcans-

3.4 Cenerally, the money laundering process in!olves three (3) stages: placement, layering and
integration. As illegal lunds move lrom the placement stage through the integration stage. they
become increasingly harder to detect and t.ace back to the illegal source.

. Placement: 'l'he stage where funds generated lrom illegal/crinlinal aclivities, commonly
in the form ofcash. first enter the financial system. This mat be done by making deposits
rvith tinancial institutions or convertirg the proceeds into negoliable instruments.

. Layering: After illegal funds have entered the financial systenl. lale$ are created by
closing and opcning bank accounts, purohasing and selling various llnancial products,
transferring funds among financial institutions and across national borders. The crimiial's
goal is to create layers oI transactions !o make it dillicult to trace the illegal origin of the
funds.

- Integration: Wherl the criminalbelieles that there are sufllcicnt number oflavers hiding
the origin ofthe illegal Iunds, they reirrkoduce and safely invcst thc funds or apply thcrr
to\\'a(ds purchasing a Iegitimate seNice or asset in thc cconomy, fund lcgitimate
bllsinesses. or conduct other c minal activitv.

,1.2 \onproliL olganizatiors ("Nl'Os") play a pivotal role in many national economies and social
syslems. As per Rule 2(c0, I'MLA Rules. NPOS are organizations that are registered as a lrust or
societies. For the purposes oi Recommendation. NPO is refcrrcd to as a lcgal pcrson or
arrangemert or an organization that primarily engages in raising or disbursing funds for charitable,
rcligious, cultural. educational, social or iratemal purposcs, or tbr thc carrying out ofothcr typcs
ol good $orl'-.

,1.3 The Financial -\ction Task Iorce ("FATF"), an intergovernmental intemational organization,
recognizes the vilal importance ofNPOs in providing charitable services, as \!ell as lhe diilicull)
of pro!iding assislance to those ir1 need. of'tcn in high risk areas and conllict zones. and applauds
thc cffofts ofNPOs 1i:) meel such needs. Ihe FATF also rccognizes the intenl and ellbrls ofNPOs
to plomote iransparency wilhin their operations and to prcvent terrorisl financing, including
through thc dcvclopment of programmeLs aimed at discouraging radicalization and violenl
e\tremism.

4.4 Dcspitc thcsc cffofts, NPOS are pa[icularly vu]nerablc to be misused to raise and move
proceeds, p|ovide logistical support, and to lacilitate terrorist activitics and operations. The
ongoing intemational campaign against terrorist linancing has idcntificd cascs in which te[orists

POs in thc scctor as a front ibr money laundering

a' :l

,1. Monev Lllundering !nd Non-Profit Orernizitions
,l.l India is amonSst thc six countrics that arc being activcly monitorcd by Intcrpol and
International banking watchdogs after the detection ofmassive moneyJaundering cases in the last
1'ew years due to inadequate irternal compliance procedLlres.
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Ihus. protecling NPOs fionl terrorisr tinancing abuse is both a critical componenr olthe global
fight against terrorism, and a necessary step to pleserve thc integrity of NPOS and the donor
community. Mcasures to protect NPOs li.om potential terrorist financing abuse should be adopled
and be in linc with the risk-based approach. lurthcr, since NPO'S carch the atlention of
philanthropists as well as thielcs alike. it is becoming nccessar), that NPO's bc monitor.ed with
respecl !o thcir source of funds, its ulilization. pulposes lbr which the,,- B,ere ibrled and the
peLsorrs *ho carrv oul these activities. Ihe IA I ! has lhcrclbre paid special attcntion to the NpC)
seclor realizing the gaer ar-eas in NPOs ald laid dorvn Recomnendation 8, 'Conrbating ilbuse of
Non Profit Org.nizalions" ("Recomme dation") 2.

,1.5 Sirce becoming a pa( ofthe lA l l in 2010. India has accordcd rhc Recommenderion 8 into
rcalit\. ainance lnrelligence Urit lndia ("FIU-IND,') has prescribcd liling of a separatc rcporr
lirr lleporting llnlities (banks, insumnce conrprnics, stock narket irrcrmccliaries) 1br iiling dctails
ol_ttansaclions carried out b) NPO's. Also. Lrasis thc Rccornmendations. lndia undeflook a series
ol amendmcnts in the FCIL\ le\.vs (:ncluding dte 2010 amendments) to cnsure that the moncy
laundering risk is curbed tlncl adequdcly addressed in the NPO scctor.

,1.6 Prevenlion of Money Laundering Act, 2002 (.,Act'i). was also enacted to aptlv cover the
rcpo[ing and monitoring obligations olcntities and organizations coveted thcrein. B1 wa-v' ofthe
Cazetle Notification daled 12'h N-ovember 2009. dlc Act Nas enhanced to cover the N pO,s in India.
NPO's alc required to adhere strictly to Know-YoLrr-Customer (,,KYC',) norrns in case of any
donetions they rcccive, according to banking standards, and will have to regularly maintain
detailed statements oftheir funds rcceived and investmcnts made.r

5. Policy Statement
5.1 ARIAN has rcsolved that it would, as an internal policy, take adequate mcasures to prcvent
troner laundcring and shall put in place a l'rarnervork to idcntity. monitor and rcpor! suspected
money laundcring or terrorist financing transactions to flU IND as per the guidelincs ofthe Acl
and Prevention ofMoney Laundering Rulcs.2005 as arnended lron time to time (,.llules,,).

6. ve of fhis Poli
6.1 Lrdian NPOs may become target for laundering the money becausc olsever.al reasons, though
one oIlhe most significant reason is the lncomc tex benetits available to Indian NPOs involved in
chiuitable activitics. Itrcome derived from property (egistered as a frust, wholly lbr charilable or
religiolrs purposcs is exempt fi'om paymcnt oftaxes to the extent such income is uliiized towards
the objects ofthe Trust in India.

;>
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6.2 Thc objective ofthis Policy lramework is to:
i. To create a\rarcness and provide clarity on KYC standards and Anti-money laundering

measures in thc Organization;
ii. To f'ol1ow propcr Donor Due Diligcnce (DDD) procedures betbre registering thcn;

! .

Yi.
vii.

'I o monitor financial activities. conduct regular scrutiny of the transactions involved and
maintain records ofall flnancial transactions involving receipts ofmore than lls. l0 lakh. or
its equivalcnt in loreign currencv as in accordance with Rule 3(IXBA), PMLA l{Lrles 2005;
'l o maintain records of cash donations rcceived liom fie samc donor or donors connected
with each other rvithin a given financial year, ard as a practice to insist upon electronic
payments;
To monitor and report suspicious financial transaotions;
To discourage and identily money laundering or tcrrorist financing activities;
To takc adcquate and appropriate measures to implement and comply \\,ith the Act and other
regulations in lbrce from time to time, and establish processes to chcck and prevent breaches
ofsuch larvs;
'Io detcct svstemic 'I{ed Flags' regarding unacceptable or suspicious lbrms of pa}-menl:
l'o ensurc that the Organization is not involved jn anv lransactions that arc known or
suspectcd to be means oflaundering mone). [fanv suspicious activity is noticcd, Associdtes
to promptly intimate the ChiefOperations Ofticer (,.COO,,).

vlll.

7. Red-Flags
7.1 Recogniting transactiolls involving money laundcring requires arvarcness of possible
suspicious activities \\hich rnay arise at anv rime. According to Rule 2(g), I,MLA Rules,2005.
suspicious activitics arld transactions mav include transactions and attempted transactions. in cash
and othcr rnodalities. that givc rise to reasonahlc suspicion that it mav involve proceeds t'rom
illcgal,/criminal activitics. are unLrsually or unjustifiably complex, scrvc no visible economic or
lawlirl purposc, and/or are not for a bona fide purpose.

7.2 Bclo\ is an indicativc list ofactions abour which Associates should bc carefill. This list is
not exhaustive, as cvcry cilcunlslance is not forcsceable. Hotvever, regardlcss of appearing
conjointlv ol individually, Associales need ro be wary ol the ibllowing situations that may be
indicatirc ot nrL,n(l ldurdcring acri\ il:e,'
i. Donors/Users that arc rcluctant to provide complete information, and/or providc incomplete,

false, or suspicious information, and/or are unwilling to comply wilh thi3 Organizations
idenlilication rcquirements;

ii, Donors/Uscrs that appear as agents or rcprcsentatives lbr other individuals or orgc izctiuns,
but are rcluctant and/or unwilling to provide complete information about such individuals or
organizations:

iii. An1, pe|son, including an Associate, that is concerncd about or insists on avoiding any
reportmg reqlDre!]g nts rcquired bJ law or refuses to maintain records mandated by lawi/ia
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iv. High volume payments made iD cash or cash equivalents only (such as moncy orders,
tmveler's cheques, internet currencies or prepaid cash cards) that arc commonly used for
lrunJrring morrcl:

v. Donations of largc amounts that appear to be out o[ place or inconsistcnt rvith normal
donation patterns, in the absence ofany legitimate purpose lbt such donation. For inst.rnce,
particular Donor donatcs a substantially high amount in 2021, as comparcd To frst 5 )eJrs
rvhilc thc project and purposc rcmained s.une;

vi. Rcquests for payments to be madc lhrough unrelated countries or to unrelated third pafties;
yii. Nlultiplc partial payncnts from various parties on behalfofa single user and/or multiple

p.rnixl palrn(nl\ lrorn rrrious locuti.rn.;
viii. Donors/Users making paymcnts in one form, dren requesting relunds in olher fbrns (tbr

example. making pavments by crcdit card. but requesling relunds ii cash oa by !\ire
transfcrs);

ix. Donors/tjscrs making contributions. followed by immediate reqllests to wire out or transler
thc funds to a third party or firm, wilhoul connected purposes;

x. Users requesting for donations to be paid in cash or wi(ed to a third pady or tlnn. without
connecled purposes;

xi. Donors/Users conneoted to countries and/or persons identilied as non- cooperative by the
Reserve Bank of lndia, Iinancial Action Task Forcea on Money Laundering established by
thc G-7 Summit i11 l9{i7, Officc of Foreign Asscts Control, U S Departmcnt of Trcasur-v_ and
intcrnational organizations against money laundcrinB. A list of black listcd and grcy listcd
countries (countries and territolies having "significant stratcgic dcficiencies in their regimes
to counter money laundering, terrorist llnancing, and financing of prolittlation) have been
included as Annexure A- 1:

xii. Where the acceptance of lbrejgn contribution is notprohibited under Sec. 12(4)ICRA.2010.
|-CRA. The list of circumstances where acceptance of tbreign contribution has been

proh;bitcd undcr this Act has been included as Annexure A- 2;
riii. A donor makes a large contribution which does not seem 10 be comnensumte with the

donor's knorvn background or income;
\i\., I nu.udl ^r.Lb.tanrial o c"rllJunttiorrs;
xv. A donation that appears to bc funded by someone other lhan the donor (eg. Donatiorl is madc

by a cheque dra!,'n on an account in the name ofsomeone who is not a donor):
rvi. Conditions are attached to a donation which would mean that ARPAN is being uscd as a

vehicle lbr translerring funds from one individual or organization to anothcr without the
trustees being ablc to vcrify that the donation is being put to an appropriate usc;

xvii. Corporate donations made using a personal accoun!, as in that case the donation will hdve to
be rctulncd and accepted through corporale account;

xviii. A beneficiary that is a shell company or that is establishcd as a trust, is unwilling to provide
addjtional intbrmation about its beneficial o\lners or undcrlying bonefioiaries in reslonse lo
a request tbr such infornation.
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8. Checks to be observed
8.1 Associates must ensu.e that the Organization is in no way involved in any activity that 1'alls

undermone! laundering activities and that d1e Organization is no! used as a conduit lor translering
f'unds to a third person. Organizalion needs 10 adopt the lollowing "know-your" principles
alolg\\ilh rhc K\ L nonn. li,l(d ubo\e:

. Kno\r, Your Donor: llor instance, charities may be used by donors to laundcr procccds
fiom a crime, or stolen credit cards may be used to make a donation to tcst whcther it still
operates. A tcmpiatc tbr a Donor Dcclaration Form has been attached in Annexure A- 3.

. Kno\r Your Beneficiaries: For instancc. f'alsc grant applications or inflated/false numbers
ofbcncficiarics rnay be provid(rd for claims and to undcftakc idcntity fraud i11.

' Know Your Partncr: For instancc, falsc or inflatcd purchasc ordcrs for funds may bc
submittcd to be paid lor by NPOS.

8.2 These 'know-your' pdnciples also complement and are in line with the Recommendations
which require that "NPOS should make best efforts to conlirm the ideDtiry, credentials and
good standing of their beneficiaries and associ4tes utrdertake best efforts to document the
identity of their significatrt donorc".

8.3 The l'ollolving are the core elemenls of'Know your Customer'that must bc satisfied by the
Organization:

. ldentily the Donor - knorv rvho your donor is by collecting their government issued
idcntity proot\- Aadhaar and PAN, and lilling ol'the Donor Declaration Form (altrched in
Annexure A-3).

. Verify their Identiq by oarrying out appropriate checks lrom government poftals like
MCA, gove lment identity prools, donor's website, and filling ofthe Donor Due Diljgence
Iiornr (attached in Annexure A-4)

- Knolv their business- to be assured this is an approp ate and legitjrnale organization lor
us to be involved with by verilling their te ns 01'operation.

. Knolv their business wilh the Organization to ensure that any individuals, contracts,
MoUs. and business are not influenced dircctly or indircctly by thc rcccipt ofthc donation.

. Wrtch for unusual or suspicious activitics so that any transactions, conduct, (equests,

or activities that qualif-v as rcd flags are not created by the Organization.

9. Step\ to tn.ure Compliance
9,'1 Colll pliance 1rith Applicablc Law: Uscrs/Donors must at all times, ensure that lhey acoess

and/or utilize ARPAN'S platlbrm in conrpliance $,i11 all applicablc laws. tjscrs contributing or
donating shor.rld also cnsure that funds used 10 contribute or donate to a campaign should not
originatc lrom any unlawlul activity. Similarly, it musl be ensured that the tirnds collected tbr a

campaign should only bc uscd for thi3 pupose and objecls speciJically agreed bchlccn thc panics.
Rclcvant tcrms and oonditions should be incorporated as pall ofthe Donations form in casc of
sundry Donors, and thc Donor due-diligence form, in case o1- Institutional Donors.



9.2 Maidtennnce and Disclosure of llecord\: AltpAN shcll maintrin complete and accuratc
records confinning the identity of its l)unoA/users and the transactil,ns ,niinat.n in .u"t, umanner, intervals and mainrain the records till sLrch tirne period as is specified urJcrthe applicable
regulatjons. ARPAN will also disclose the inibrrnation to government 

"rifr"l,i"s, as required
,11*,1,1-T 

,1.t 
or in crse of rn1 inquiry, invesriSarion n. o-tt 

". 
p.u.""Aing. ;njriated by them.Ad(rtruna ) ! as pcr rhc amcnded llu les and RBI Guidelines5 isiued fro;time to time, B:rnksarc responsible to m:rintnin a record of all trans{ctions involying receipts by Npos of value

more thnn Rup€es Ten hkh, or its cquivalcnt ir foreign currcncyio tur."urjto tt 
" 

l.fU_tNO
every month.6 This rcport is callcd as Non_profit Organizations Transactiou Rcport' (NTR),
Detailcd information on submission of the NTR is pirovidcd uncler Annexure A _ 5 of this
Policy document.

9.3 Reporting Suspicious ActivitJ: Any.suspicious acrivity or red flag that Al{pAN comes
across m!rst be reported to the Chief Funct'ionrr). Renu Thakur rt urpaiuk.l)ith@gmail.com
or,+91 9756605817 \\ho shall take prompr anLl neresser) actiols in this regarcl and report to thcFIU,

10. Amcndmcnt and Modification
l0.l ARPAN. reseNes the right to modily and amend this policy at an], tinre. Associates areadvised to revieu. AllpAN,s AML policy liom rimc to time, for rh; n,o.i,p_11-6"1" 

"".,;on
I l. \iolalion\(,frhi\ Policr
1l.I An Associate \\1lo violatcs this policy.or 1inor.vingl1, engages in activities spccifically
prohibited_ undcr this policy, regar.dless ofuhcther financiailoss to-th-e O,ganJai;on ,esrtts o. not.nrr bes,bjccr roJnproprirredi\iprinrrl .rcrinn rpro.und in.ruai,r., r"rm,n"r'on. ir,rr.r,.riu"i"
rddrlron ru nrh<r rght\ rnd rcmedics arrilanre urder Lhc cppiiccblr icus.

12. Govcrning Lan
, 

"r,,r, 

or, 
9,:p,:,,:.:, "hrrn 

relrring in any tay to rhis lolicy is subjecr to the cxclusivejurisdiction
L,l tlrc cL,rrrts in Pithuragarh. Lrr.r s prer.riling in India, without regard 10 principlcs ofconilict of
ld\\ \. \ rll go\ crn th i\ Policr cnd 0n) disnute related to/arising from this l,olic1,. Let\\ ecn Al{pAN
3Il(J tne con(efrted UOLIOT/user.

7


